**Side-channel Attacks**

Side-channel Attacks: Information leakage through electromagnetic signals, shared memory/registers/files between processes, CPU usage metrics

- Keyboard Electromagnetic emanation [1], Keystroke acoustic [14]

- Inter- keystroke timing information in Linux (the stack pointer ESP of a process profiling) [2]

- Estimation of the cache usage, traffic load, and keystroke timing between co-resident VMs [3]

- RSA secret keys extraction from OpenSSL [4]

- Extracting different SSH keystroke-combinations from an interactive remote shell service and slight timing characteristics [5]

- Voice-over-IP using variable-bit-rate encoding scheme [6]

- *Slingbox Pro*, a device for encrypted video- streaming, allows the attacker to determine the title of the movie being played [7]

Side-channel leaks from encrypted traffic based on fingerprinting

- Against SSL/TLS [8-11]

- Against WPA and IPSec [12]

- Side-Channel Leaks in Web Applications: A Reality Today, a Challenge Tomorrow [13]

- Memento: Learning Secrets from Process Footprints [14]

Smartphone

- Information leak using sound [16]

Etc

- LCD reflection [15]

Multimedia Decoding

- Variable MPEG decoding CPU statistics: Inverse Discrete Cosine Transformation (CPU-intensive) [17]

- Motion Compensation and IDCT are the most expensive modules [18]
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